ECDU 01 – Gerenciar Login

Descrição:

O sistema irá verificar as credenciais informadas pelo ator no momento que o botão Autenticar for acionado.

Propósito:

Manter o sistema seguro evitando que usuários não credenciados tenham acesso ao sistema.

Atores:

1. Usuário
2. Administrador

Pré-Condições:

1. O ator deve informa as credenciais de autenticação.

Fluxo Básico:

1. O ator informa as credenciais na tela de login do sistema.
2. O ator confirma a autenticação clicando no botão Autenticar na própria tela de Login.

[Fluxo de Exceção: Campos em branco] [[MSG01](../MSG/MSG.docx#MSG01)]

[Fluxo de Exceção: Usuário e/ou senha inválidos] [[RGN05](../RGN/rgn_bitcoin.docx#RGN05)]

1. Caso o Hash informado seja idêntico ao Hash armazenado na base de dados, o usuário será redirecionado a página inicial do sistema.

Fluxo de Exceção:

1. Campos em branco.

O sistema verifica em tempo de execução que algum dos campos obrigatórios não foram preenchidos e apresenta a mensagem [[MSG01](../MSG/MSG.docx#MSG01)].

1. E-Mail/Senha inválidas.

O sistema verifica que as credenciais informadas estão incorretas e ou não existem e apresenta a mensagem [[RGN05](../RGN/rgn_bitcoin.docx#RGN05)].

Referências Cruzadas:

[DME06](../DME/DME06.docx)